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Privacy Statement - Hy5

1. Introduction
Hy5Pro AS takes privacy seriously and therefore complies with all applicable laws and regula-
tions in connection with it. That includes the new EU Regulation (GDPR).

The purpose of this Privacy Statement- statement is to make it as easy as possible for you 
to get an overview of how we collect, use, store, share, transfer, delete or otherwise process 
(further known as “processing”) your personal data. Our measures to protect and secure your 
personal data are also covered by the statement. Finally, our statement contains contact 
information so that you can easily get in touch with us regarding questions, requests and/or 
complaints related to data protection.

2. Covered parties and definitions
This Privacy Statement-statement refers to “you” and “your”, which includes any covered indi-
vidual. “We”, “us”, “our” and”Hy5Pro AS” include Hy5Pro AS and all associated entities.
“Personal Data” is defined as data pertaining to an identified/identifiable person or a person 
who can be identified using funds that are highly likely to be used.

3. Scope of the privacy statement
The Privacy Statement-statement applies to the organization of Hy5Pro AS for all objectives 
and activities in the geographical areas where we operate and where the GDPR is applica-
ble.

Furthermore, the Privacy Statement applies to the processing of personal data collected by 
us, directly or indirectly, from all individuals. This includes, but is not limited to, our current, 
past or potential: job seekers, employees, consultants, users, consumers, children, suppliers/
subcontractors, shareholders and third parties.

4. Collection and processing of Personal Data

4.1 In accordance with GDPR and local laws
Your personal data is processed in accordance with the provisions of the GENERAL DATA 
PROTECTION REGULATION (GDPR) and potential and relevant local legislation.
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4.2 Legal, fair and transparent
We guarantee that your personal data is processed in a lawful, fair and open manner. This 
means that we do not process personal data without legal basis (for more information, see 
the section “Legal basis for storage”).

Please note at the same time that there may be a need to process your personal data when 
necessary for the performance of a contract/service you are a part or recipient of, when 
necessary to comply with legal obligations we are subject to or other cases where it will be 
necessary, of course, then with your prior consent. Unless your rights and freedoms are set 
aside, we may also process personal data for our legitimate interests. In cases where we pro-
cess your personal data, we will inform you of this through a notice or privacy statement. The 
information will include, among other things, who is responsible for the processing of your 
personal data, for what purposes the personal data is processed, who the recipients are, 
what your rights are and how you can exercise them (unless it is impossible or requires dispro-
portionate efforts for us to implement this).

Where required by applicable law, we will seek prior approval of you before we collect sensi-
tive data. For example, by checking “I consent to the processing of the personal information 
that I leave for the above use” on our website, you agree that the personal information that 
you fill in/provide us may be used for the use formulated in your consent.

4.3 Legitimate purpose, limitation and data minimisation
We warrant that your personal data will only be collected for specific, explicit and legitimate 
purposes and will not be processed in a manner that is incompatible with these purposes. 
The personal data shall also be adequate, relevant and not too comprehensive in relation to 
the legitimate use for which it is facilitated.

Among other things, we collect information by: contractual agreement on services with sup-
pliers and business customers, filling in contact information on our website, contacting us by 
email, telephone, website and social media, signing up for receiving newsletters, registering 
for education or participation in information matches. Please also note that if you visit our 
website, this will generate data, as well as, for example, IP address, device type, operating 
system and browser type used.

When we process personal data for our own purposes, these are mainly used, but not limit-
ed, to the following: customer care, sales and marketing activities, statistics and analysis, user 
customization of the website, recruitment management, HR and administration, account-
ing, financial management and associated controls and reporting, tax management, risk 
management, HSE, directory services (such as Active Directory), IT tools or internal websites 
and other digital solutions or collaboration platforms, IT support (including infrastructure, 
system management, applications, health and security management , administration of in-
formation security, management of customer relationships, bids, internal and external com-
munications and event management, compliance with anti-money laundering obligations 
or other legal obligations, data analysis, legal corporate governance and implementation of 
compliance processes).
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4.4 Correctness and time limit
We guarantee that your personal data is up to date and correct. We will take all expected 
measures to ensure that incorrect information is deleted or corrected.

We store your personal data with us only for as long as necessary for the purpose for which 
the personal data was processed or in accordance with statutory procedures. It includes any 
legal, accounting or reporting requirements, as well as if it is necessary for us to assert or de-
fend ourselves against legal claims. The personal data will then be stored until the end of the 
relevant storage period or until the relevant requirements have been settled. To read more 
about our specific time limits for storing personal data, please contact us at personal.infor-
mation@Hy5.no.

We also guarantee that your personal data is not stored in a format that allows you to iden-
tify you for longer than is necessary for the use for which the data is facilitated. Upon expiry of 
the storage period, we will securely delete your personal data, in accordance with applicable 
laws and regulations.

5. Legal basis for storage
Regardless of the processing of personal data, Hy5Pro AS shall always support at least one of 
the consequences of legal terms (cf. the Data Protection Data Protection Act, Article 6(1) (a-f) 
GDPR):

• the data subject has consented to the processing of their personal data for one or more 
specific purposes,

• processing is necessary to fulfil an agreement in which the data subject is a party, or to 
take action at the data subject’s request before a conclusion of an agreement;

• processing is necessary to fulfil a legal obligation that is required by the controller,
• treatment is necessary to protect the vital interests of the data subject or another physi-

cal person;
• processing is necessary to carry out a task in the public interest or exercise the public 

authority required by the controller;
• the processing is necessary for purposes related to the legitimate interests pursued by 

the controller or a third party, unless the data subject’s interests or fundamental rights 
and freedoms precede and require the protection of personal data, especially if the 
data subject is a child. 

6. Security measures
We guarantee that your personal data is protected from accidental or unlawful alteration or 
loss, or against unauthorized use, disclosure or access in accordance with our data security 
policies. To ensure such protection, we have implemented appropriate technical and organi-
zational measures.

We ensure, where appropriate, that all reasonable security measures based on built-in priva-
cy and privacy as the default setting are in place to protect the processing of your personal 
data. Depending on the risk level of the processing of the personal data, we also carry out 
data protection impact assessments (DPIA). We also have additional security measures for 
data that are considered sensitive.
 
 



4

7. Sharing of personal data
We are very strict on who will access your personal data. This is in line with the privacy and 
confidentiality applicable to the healthcare sector, and only persons who need access to 
such information will receive this.

Personal data processed in connection with assignments (including potential) is provided 
to the principal in accordance with the laws and regulations that we are required to follow. 
Other recipients receive this information only as a result of legal requirements, other constitu-
tional or government allotments.

We share your personal data under the following circumstances:
• with Hy5Pro AS devices for the purposes described in this Privacy Statement;
• with third parties, including certain service providers we have retained for the purposes 

described in this Privacy Statement and the services we provide;
• To government agencies to which we transfer certain data due to legal obligations.
• with courts, law enforcement authorities, supervisory authorities, government officials or 

lawyers and other parties where it is reasonably deemed necessary to establish, exer-
cise or defend a legal or fair claim, or for a confidential alternative dispute resolution 
process

• with service providers that we engage in or outside Hy5Pro AS, domestically or abroad, 
e.g. shared service centers, to process personal data for one of the purposes listed on 
our behalf and only in accordance with our instructions;

• if we sell or purchase business or assets, we may share your personal data with the po-
tential seller or buyer of such business or assets which are then assigned or assign some 
of our rights and obligations. 

8. Children
There are separate procedures for personal data belonging to children. This is a group that 
requires specific protection, as minors are less able to understand and understand the risks, 
consequences, security measures and rights associated with sharing their information. Chil-
dren also do not have the opportunity to give consent on an equal basis with the legal age.

Such specific protection shall particularly apply to marketing, personality or user profiles, as 
well as services offered to children directly. We do not process children’s personal data with-
out the consent of guardians or guardians where necessary. We do not direct our marketing 
to children, except for specific services and by the consent of the parent responsibility holder. 
If you believe that we have improperly processed a child’s personal data, please contact us 
directly at post@hy5.no.
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9. Data transfer
In accordance with the GDPR, it is not permitted to transfer personal data to third countries 
outside the EEA who do not have the ability to guarantee an adequate and satisfactory 
level of data protection. Some third countries outside the EEA where Hy5Pro AS operates do 
not offer the same level of data protection as your country of residence, and are therefore 
not recognized by the European Commission as an adequate level of protection for privacy 
rights.

As data transfer to such countries will be required in certain cases, either to devices inside or 
outside Hy5Pro AS, we have adequate security procedures in place to protect your personal 
data. More information about such transfers will be made available to you at the time of 
collection.

If you would like more information or documentation on data protection procedures, please 
contact us at personal.information@Hy5.no.

10. Consent
We have several forms on our website, where you can get directly in contact with on of our 
employees. 

In case you contact us, we process the following categories of data, for example:

• Contact information
• First name, last name
• Address (private, practice or business address, customer number)
• Email address
• Content of your inquiry
• Inquiry specific information

Mandatory data in contact forms, whichare absolutely necessary to answer your request, are 
marked with an asterisk *. 

If you send us an email at post@hy5.no and personal.information@hy5.no, you also agree to 
us storaging the information you provide us in that inquiry. 

The purpose of storing this information is described in this docuement.

11. Your rights
You have a number of rights when it comes to your personal data, and you have the oppor-
tunity to influence your information and what is stored. Among other things, you have the 
right to obtain information about what information we have stored. You may also require us 
to correct incorrect information or delete your information. You can contact us at any time 
and request that your information be deleted or that the use of the information be restricted. 
Below is a table that summarizes your various rights:
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Right to insight and correction You can request a copy of the information we have stored 
on you. You can also request that we correct errors or up-
date incomplete data.

Right to deletion You are entitled to request the deletion of your personal 
data in cases where:
data is no longer necessary for the purpose for which it 
was collected;
you choose to withdraw your consent;
you object to the processing of your personal data;
your personal data is unlawfully processed;
it is a legal obligation to delete your personal data;
deletion is necessary to ensure compliance with applica-
ble laws.

Right to restriction You may request that the processing of your personal 
data be restricted in cases where:
you dispute the accuracy of your personal data;
we no longer need your personal data for processing pur-
poses;
you have opposed processing for legitimate reasons.
There are exceptions to the right to erasure, ref. article 17.3 
and article 9.

Right to data portability Where applicable, you may request to provide the per-
sonal data you have provided to us. This data has the 
ability to transfer to another data processor, if possible. 
This applies to the case where:
the processing of your personal data is based on consent 
or a contract; And
processing is automated.
You may also request that your personal data be trans-
ferred to a desirable third party (where technically possi-
ble).

Right to protest You may object to the processing of your personal data. 
Keep in mind that in cases where your personal data is 
processed on the basis of a consent you have given, it is 
possible for you to withdraw such consent at any time.

Right not to be subjected to 
automated decision

You have the right not to be subject to a decision sole-
ly based on automated processing, including profiling, 
which has a legal implication for you or adversely affects 
you.

Right to appeal You can choose to file a complaint with the supervisory 
authorities where you live, where you work or where you 
feel the violation of your rights has taken place. This can 
be done regardless of whether it has/has not resulted in 
personal injury or loss.
You also have the right to lodge a complaint with the 
courts where the Hy5Pro AS entity has a business or where 
you live normally.
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If you wish to withdraw your consent or require an overview of information, correction or 
deletion, please contact us at the email address we have provided under the contact infor-
mation section. At the same time, we ask that you fill out our complaint  and post this as an 
attachment in the email, or that you fill out the complaint form on the website. Should you 
have any questions about the complaints process, you can find many answers in our com-
plaints and requests statement.

If you believe that your rights are not respected, feel free to contact us (see contact informa-
tion below) or the Norwegian Data Protection Authority (post@hy5.no).

12. Updates
Updating this Privacy Statement may take place from time to time when there are changes 
in operation or otherwise. If any material changes are made, we will post information about 
this on our website when the changes take effect and, if applicable, communicate directly 
with you the change(s).

13. Contact us
For any questions, comments and/or requests associated with this Privacy Statement, please 
contact the privacy statement by email personal.information@hy5.no. You can also send a 
letter to the following address:

Hy5Pro AS
v/Data Protection Officer
Drammensveien 130
0277 Oslo
NORWAY


